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Aims of Presentation  

• Overview of Sellafield Ltd ‘Hazards Analysis’ process

– Compare and contrast with US techniques and processes

• Concentrating on:

– Application of ALARP principle

– Optioneering

– Fault tolerance (Design Basis Accident Analysis)

– Specifying safety requirements
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Safety Criteria and Methodology

Legal requirements

Regulatory expectation Company criteria

Probabilistic 

Safety Analysis

Design Basis Accident 

Analysis 

Safety Hierarchy

Methodology

Risk must be ALARP
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Is Criticality Risk ‘Acceptable’?

• Based on risk to 

worker/ public

• ALARP is key

Increasing Risk
Unacceptable

Broadly Acceptable

Risks may be 

tolerable if can show 

to be ALARP

Basic Safety Level

Basic Safety Objective

(1E-4/y)

(1E-6/y)
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ALARP – key aspects

ALARP

Fault tolerance

(DBAA)

‘Independence’

Optioneering Good practice

Overall riskSafety

Hierarchy

QuantityQuality

Design

Process Siting Standards
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Sellafield Site
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ALARP – key aspects

ALARP

Fault tolerance

(DBAA)

‘Independence’

Optioneering Good practice

Overall riskSafety

Hierarchy

QuantityQuality

Design

Process Siting Standards
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Safety Assessment Process

Fault identification

‘Substantiation’

Engineering 

requirements

Safety 

Assessments

Plant documentation (Clearance Certificates, Compliance & 

Maintenance Schedules, Outage arrangements)

Operational 

requirements

Design

Operation



20 June 2010 9

An ongoing process

Fault ID

Fault Analysis
Change design/process‘Incredibility’

‘Deterministic’ Safety requirements 

(protection/mitigation)

HAZAP

HAZOP 0/1/2

Plant walkdown

Expert opinion/ 

experience

Standard faults/ 

contingencies

Parameter changes

FMEA/Other

Ongoing discussions

Teamwork!
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HAZAP and HAZOP 0 - Optioneering

HAZAP – identify inherent hazards associated with the 

processes and the materials involved (pre HAZOP 0)

HAZOP 0 - Identify principal hazards due to materials 

present / proposed process (standard HAZOP 1 keywords)

– Ensure Hazard Management strategy available for each fault.

• can these hazards be eliminated?

• if not, how can the hazard be managed - propose options

– Record and challenge any assumptions with the process
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HAZOP 1 

• Used to consider outline designs / processes 

• Check Hazard Management strategy. 

• Support to optioneering and process selection. 
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HAZOP 2

• Failure based approach (Bottom Up – fault led). 

• Used to analyse detailed designs and operational 

processes.  

• Identify specific initiating events
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HAZOP – General Points

• HAZOP studies are structured and systematic

• HAZOP is a widely accepted technique for hazard identification

• HAZOP is only as good as the HAZOP team/information available

• HAZOP is not guaranteed to identify all potential fault initiators

• HAZOP is not always the best fault identification technique
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An ongoing process

Fault ID

Fault Analysis
Change design/process‘Incredibility’

‘Deterministic’ Safety requirements 

(protection/mitigation)

HAZAP

HAZOP 0/1/2

Plant walkdown

Expert opinion/ 

experience
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‘Is Risk Acceptable?’ – No DBA Requirements

Safe Envelope Critical‘Initiators’ Normal conditions

1

2

3

‘Deterministic’

‘Deterministic’

Not Credible/ 

‘Incredible’

Record assumptions

ALARP?
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Defense in Depth/ Fault Tolerance

• Historically used Double Contingency Principle:

– ‘… at least two unlikely, independent and concurrent changes … 

before a criticality accident is possible.’

• Now use Design Basis Accident Analysis (DBAA) 

Methodology:

–A robust demonstration of the fault tolerance of the design i.e. 

the degree of defense-in-depth

– Quantity

– Quality (Hierarchy, robustness/ reliability)

– Independence
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Minimum number of DBA Safety Measures

A ‘safety measure’ must provide a complete line of defense

Frequency of criticality with no ‘protection’

Dose (mSv) <1E-5/y 1E-5 – 1E-3/y >1E-3/y

<20 0 0 2

20 - 1000 0 1 2

>1000 0 2 2

1000mSv = 100Rem
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‘Is Risk Acceptable’ – With DBA Requirements

Safe Envelope Critical

Protective Safety 

Measures

‘Initiators’ Normal conditions

4
‘Credible’ – need DBA

5

6

Record assumptions

Quantity ☺

Quality/Risk/

ALARP?
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Measures of Success?  

Adequate ‘fault 

tolerance’

Risk targets 

satisfied?
Safety 

Hierarchy/ 

Good practice

Shortfalls?
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Specifying Safety Requirements

Record all Assumptions and Requirements
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Include ALL requirements

Important for completeness, maintenance and checking 

independence

OperatorEquipment Equipment
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Summary

• Lots of similar concepts … with different names

• Differences

– Different Regulatory system

– More emphasis on ALARP?

• Fault tolerance (DBA) vs Double Contingency
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Question

• Which is ‘safer’?

– Operator control

or

– Automated control system


